True 128-bit Extended Validation SSL Certificate

With PaCentric®, you can rely on protected and secured communication channels at all times. True
128-bit extended validation. In addition, all patient images are anonymized. PaCentric® uses the
Internet’s most trusted security provider, VeriSign.

The SSL Certificate with extended validation triggers high-security web browsers to display Fimreite
Software AS in a green address bar. See image below...
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View certificates

Right click on the PaCentric® web site, and then select Properties to get more details.

Current connection: TLS 1.0, AES with 128 bit encryption (High); RSA with 2048 bit exchange.
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g Certificate Information

This certificate is intended for the following purpose(s):
» Ensures the identity of a remote computer

*Refer to the certification authority's statement for details.

Issued to: pacentric.com

Issued by: VeriSign Class 3 Extended Validation SSL CA

Valid from 05. 02, 2010 to 12, 03, 2011

[nstall Certificate. .. I Issuer Statement I

Learn more about certificates
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